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On-premises & 
cloud storage

Keep your data where you need it - within

your own data center or within our US, EU

and GOV cloud regions. Equally you can

enjoy the best of both solutions with our

hybrid storage model.

Your data is encrypted from start to

finish, whether it’s being synchronized

between devices or being stored on our

servers. This means that your data is only

usable by those who you allow to see the

data.

End-to-end 
encryption

Mature security 
policies

Policy settings gives IT and security teams

what they need to balance the risk and

rewards of file sharing. Block untrusted

users with certificate-based authentication

and StorageVault Authentication.

Industry standard
compliance 

Syncplicity supports many compliance

standards, such as GDPR, HIPAA, and SOC

2, to ensure that your organization's data is

managed securely and in accordance with

relevant regulations.

Protecting 
your data

Syncplicity integrates with third-party

antivirus solutions to ensure that files

are scanned for malware before they

are uploaded, downloaded, or shared.

Syncplicity Rights
Management

This add-on provides enhanced capabilities

for information rights management (IRM).

Syncplicity Rights Management protects

files from unauthorized copying, viewing,

printing, forwarding, deleting and editing.

Any device, 
anywhere

Your users can work the way they want

anytime, anywhere as Syncplicity is device

agnostic across Windows, Mac,

iOS/iPadOS, Android and Web. Syncplicity

automatically syncs files, so users have

the most up-to-date versions of their files.

24 x 7 support

We're very proud of our support team. We

offer mission critical support and are

available 24/7 if you need assistance.

Ensuring your data infrastructure operates

at the highest levels at all times.

Single Sign-On

Syncplicity can integrate with your

organization's existing identity provider,

allowing users to log in using their

existing credentials and streamlining

administration.

Why trust Syncplicity? 

Syncplicity provides extensive
integration along with Salesforce,
Office365, DLP solutions, AV
connector and custom connectors to
meet your needs at an additional
cost.



Case Study

Supercharging global
collaboration with fast
and secure data-sharing

Since the 1960s, JOANNEUM RESEARCH has pioneered

advancements in many disciplines, including

computing, medicine and material sciences. Based in

Graz, Austria, the organization also operates from

locations in the cities of Weiz, Niklasdorf, Klagenfurt,

Pinkafeld and Vienna.To push the frontiers of human

knowledge, JOANNEUM RESEARCH’s team of over 450

research professionals need to share data with

colleagues across Austria, and with academic

institutions and research partners around the world.
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To advance the frontiers of human knowledge. JOANNEUM

RESEARCH aimed to make it faster and easier for its teams to

exchange data with academic institutions and research partners -

without compromising on security.

JOANNUEM RESEARCH replaced manual, SFTP-based approaches

to data-sharing with an on premises deployment of Syncplicity,

empowering its teams to start sharing data with new research

partners up to 60 percent faster.

Syncplicity offers
full support for
mobile working —
empowering our
researchers to back
up and access data
from their
smartphones and
tablets and
ensuring we can
remotely wipe and
deprovision devices
if they go missing.

Client testimonial

After a thorough evaluation of several enterprise-class platforms,

JOANNEUM RESEARCH selected Syncplicity — a file-sharing and content-

collaboration solution that empowers organizations to offer on-premises

levels of security and data protection with the flexibility and user

experience of the cloud.

“We started with a small-scale proof-of-concept exercise for Syncplicity

with 100 of our researchers, and we were very pleased with the results,”

Saurugg recalls. “From the IT department perspective, Syncplicity was

extremely easy to deploy and manage — eliminating the need for hours of

work provisioning SFTP servers for new research partners.

Embracing a central collaboration platform

“The proof-of-concept exercise also

highlighted significant benefits for our

researchers. The Syncplicity solution’s tight

integration with Microsoft Outlook means

people can share links to files stored on

Syncplicity rather than sending large email

attachments. As well as helping us to

reduce the load on our network, sending

links to a single version of a file on

Syncplicity delivers enhanced version

control for our researchers.”

Strengthening governance, protecting data

Today, more than 450 employees across JOANNEUM RESEARCH rely on

Syncplicity to share, access and back up data on their PCs, laptops and

mobile devices. All files across the organization are stored on and

synchronized to a secure, on-premises storage platform — delivering

automated, real-time version control and restore capabilities that keep

critical data protected 24/7.

“Within just a few months of deploying Syncplicity into production, all of

our research units decided to make the switch from their distributed SFTP

servers to the new, central platform — a testament to how easy the

Syncplicity solution is to use,” says Saurugg. “We are now supporting all

our researchers with a secure platform for data-sharing inside and

outside of the organization, while ensuring our stringent data governance

requirements are always being met.”

Accelerating new research partnerships

Since transitioning to Syncplicity, JOANNEUM RESEARCH has

significantly reduced the time and manual effort required to

onboard and manage new research partners.

Saurugg adds: “In the past, setting up a new STFP connection

with an external research organization was an involved and

time-consuming process that could take as long as half a

working day to complete. Since we switched to Syncplicity,

we’ve accelerated onboarding for new partners by more than

60 percent on average — helping our researchers spend less

time on administration tasks and more time on cutting-edge

work.”

“In the years to come, we see that

advancing the frontiers of scientific

and medical research will depend

on our ability to share data

effectively and securely with a

global community of partners. With

Syncplicity at the heart of our

digital collaboration strategy, we

are equipping our teams to

continue their pioneering work from

any device and any location.”



Capability Syncplicity

Any Folder Sync

Group Based Policies

Remote Wipe Mobile & Desktop

Information Rights Management

Secure Shared Links

Real Back-up & Continuous Availability Continuous any-file sync

External Collaboration

Syncplicity enables seamless external collaboration

Syncplicity has seamless external collaboration. If an individual has an

existing Syncplicity account & is then added to a folder by another

company, they simply get access to that new folder. No additional

account creation is required.

Implementing 2FA/MFA

By enabling SSO, Syncplicity authenticates your company users via your

IdP, including any 2FA/MFA configured in your IdP. If your SSO currently

requires specific user authentication, Syncplicity will support/utilize the

same requirements.
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